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I, Kenneth Rohloff, certify that I am an officer of the company named above, and acting as an agent of
the company, that I have personal knowledge that the company has established operating procedures that are
adequate to ensure compliance with the Commission's CPNI rules.

Attached to this certification is an accompanying statement explaining how the company's procedures
ensure that the company is in compliance with the requirements set forth in section 64.2001 et seq. of the
Commission's rules.

The company has not taken any actions (proceedings instituted or petitions filed by a company at either
state commissions, the court system, or at the Commission against data brokers) against data brokers in the
past year. Companies must report on any information that they have with respect to the processes pretexters
are using to attempt to access CPNI, and what steps companies are taking to protect CPNI.

The company has not received any customer complaints in the past year concerning the unauthorized
release of CPNI (number, of customer complaints a company has received related to unauthorized access ~o

CPNI, or unauthorized disclosure of CPNI, broken down by category or complaint, e.g., instances of improper
access by employees, instances of improper disclosure to individuals not authorized to receive the information,

. or instances of improper access to online information by individuals not authorized to view the information).
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Annua\ 64.2QQ9\e) CPN\ Certi1ica\ion 10r 2007

Date Filed: February 18, 2008

Name of company covered by the certification: HomeTown Solutions, LLC

Attachment: Accompanying Statement of Operating Procedures

Per the FCC CPNI rules 'and as referenced in the attached signed certification, HomeTown Solutions, LLC,
herein referenced as the Company hereby certifies that the Company, and its affiliates, is in compliance with
the FCC CPNI rules and has outlined some of the important operating procedures below in order to ensure the
Company's compliance in the protection of CPNI:

II O:~Nlr' inatwding: but not limited to:
~~ll ~i~~~eGl;:
~.' '0 , ~(Efrii'fPJ~~e~el is r:tot at the station

1. CPNI manual has been updated in order to account for all FCC CPNI rules, including the recent revisions,
and has been adopted by our Company's board

2. CPNI Compliance officer has been designated to oversee all CPNI duties, training, and activity
o Established an outbound marketing supervisory review process for the use of CPNI
o Records are maintained for any marketing campaigns that utilize customers' CPNI for a minimum of

one year
3. Employees,have been trained on when they are, and are not, authorized to use or disclose CPNI

o Disciplinary processes have been defined and are in place for violations andlor breaches of CPNI
4. Carrier authentication requirements have been met

o All customers, during a customer-initiated telephone call, are authenticated as being an authorized
account contact before discussing CPNI (non-call detail or call detail) without utilizing readily
available biographical or account information as defined by the FCC

o Call detail is only released to customers during customer-initiated telephone contact if a password
is provided. If the requesting customer does not provide a password, only the following FCC
approved methods are permitted for the release of the requested call detail:

• Sending the requested detail to the address of record (only a physical or email address
associated with that particular account that has been in our company files for at least 30
days)

• Having ,ctlstomeri-come in to CCi).I!!iIJi1am.lyls oftii~$ and provide a valid government issued photo
ID '

5. Notige.to c~st~~~.er '~f;ac~olill1tr6hah~'e: cllistc!>rt.(ers are ilotifiedimmediately when a customer creates or
chan'§js$oi1le,onllfie feIlQwlI;[g:

. ~~5,~, l.~ .~.,.fJ
o 'p'-a~$W0rl.:A ,
o .GJdsJome,:d~reslD:onse to a:I1lack-up means of authentiG~tion for lost or forgotten passwords
o ,o/iili~e a~ijount
o ;a(Mfrtess!~flreffeli'tJ

6. NotiG.~',;r~f'ili~amr0ri~~,~; mi~,elosYilie~'0f ~CP~JI::,: P, ~ "tjf;lqatien :J1!0CeSS is in place in order to notify both law
eilfete~rif!lelit ail'tCll.lGust&Jin-er.(s) irilifh'e eXt,~ilt c:>fcia~ ii' breaeliJ within the timeline specified by the FCC

7. Opt-@i!JtifnEilthod)::fbr (~fWP.tJ(l»);t~1 bf~PNI /lise fqwrlir~~keting cam[4aigns is utilized
o cus~omeJJ~ a~~~M,~l1fti:e~ ;ja:@'hl!tcllly ~f:tR'eJr ri{!Jhts f$r~~r.te use of their CPNI in marketing campaigns
o N~~'CUs.~0mEf~S :atern@fi\~d:Of!R'~-,Op'~~C!l~t::prOGedUre as a part of the customer sign-up process
o Blllmg sy?te~;€lIsplays 9~~tP>l:!1er s e,p.lll~!!:!~status
o Com~liarn'(:eQ1ifi.6er r.etairn,s ~PNI notiJi'caticms and opting records for at least two years

8. Ad<ilili01i)1;i!~~r:(j)t~et\QI11lj1i)~~S!,~lies"~le)ta~en ab(i)ve}~/fId beyor:ttl ,the current FCC. CPNI rules '
Q :'~G~~. :a~s:,rrte:~~€)n~~la m'~asu~es ttl> diS60ver ,aiild protect against activity that is indicative of
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